**Name:** Karan Verma  
**Email:** karan.verma@email.com  
**Phone:** +91-9998887776  
**LinkedIn:** linkedin.com/in/karanverma

**Summary:**  
Cybersecurity Analyst with 4 years of experience in threat detection, vulnerability assessment, and cloud security. Adept at implementing security protocols within cloud and DevOps environments to safeguard enterprise systems.

**Skills:**

* Security Tools: Wireshark, Nessus, Metasploit
* Cloud Security: AWS Security, IAM, Encryption
* DevOps Security: CI/CD pipeline hardening, Docker security
* Network Security: Firewalls, VPNs, IDS/IPS
* Scripting: Python, Bash
* Incident Response and Risk Management
* Compliance: GDPR, ISO 27001

**Experience:**

*Cybersecurity Analyst*  
SecureNet Technologies — Hyderabad  
Aug 2020 – Present

* Conducted vulnerability assessments and penetration tests on cloud infrastructure.
* Developed automated scripts to monitor security logs and detect anomalies.
* Collaborated with DevOps teams to integrate security into CI/CD pipelines.

*Cloud Security Engineer*  
SafeCloud Solutions — Bangalore  
May 2018 – Jul 2020

* Implemented AWS security best practices including IAM roles, encryption, and key management.
* Worked with cloud architects to design secure multi-cloud environments.
* Led incident response drills and audits.

**Education:**  
B.Tech in Computer Science, Delhi Technological University, 2018  
Certified Ethical Hacker (CEH)  
AWS Certified Security – Specialty